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assessment of IT infrastructures
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www.eclexys.com

EXYS7600-OCELOT:

OCELOT is an advanced network analysis and scanning device 
designed to identify vulnerabilities and bad configurations within one 
company network and then generate a report containing:
- an inventory of corporate infrastructure
- an inventory of installed software
- a list of detected vulnerabilities
- recommendations to improve the situation and reduce risks
The device is easy to install and has no impact on the company network.
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OCELOT represents an essential tool for a verification 
of the security level of each and every corporate 
infrastructure, allowing the identification of vulnerabilities 
and of potentially anomalous configurations before these 
can cause disruptions or be exploited by potential threats 
external or internal to the company perimeter.

A periodic use and assessment will increase the monitoring 
level of vulnerabilities and will also provide direct benefits 
in terms of risks control for law and data protection 
matters.
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Address

ECLEXYS Sagl 
Via dell’ Inglese 6
CH-6826 Riva San Vitale (TI)
Switzerland

Contact

Phone +41 91 600 00 00
Fax +41 91 600 00 01
www.eclexys.com
office@eclexys.com
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Main features:

• Detection and inventory of all infrastructures 
active on the company network, with the possibility 
to scan the services exposed by every device and to 
carry out an in-depth analysis of vulnerabilities to 
identify potential risks.

• Vulnerability assessment: OCELOT allows scanning 
the nodes of the network and to the collection of 
relevant information, matching it to the latest 
common vulnerabilities and exposure databases, 
followed by an analysis phase which will produce a 
list of the critical issues identified.

• Application control: possibility to perform a 
detailed collection of all software packages 
installed on the workstations.

• Reporting: generation of detailed reports 
containing all vulnerabilities identified, the risk 
level, and recommendations to reduce the exposure 
of the company to cyber risks.


